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Abstract of the contribution (TS 23.501, 6.3.1 NF discovery and selection): the description on N3IWF selection is introduced. 
Discussion

We propose to adopt the ePDG selection method as a method for N3IWF selection with some modification because N3IWF has similar aspects to ePDG except that N3IWF is used to access AMF differently from ePDG, which is used to access PGW. Then, we need to look into considerable aspects of N3IWF selection in comparison with ePDG selection for proper modification, which are listed as follows; 

1) UE location should be considered for N3IWF selection?

2) If the UE is registered to a PLMN via 3gpp access, the PLMN of 3GPP access can be selected for non-3GPP access?

3) Network slice(s) which the N3IWF supports should be considered for N3IWF selection?  
Question1) UE location should be considered for N3IWF selection?
 In ePDG selection, UE location is considered using TAI/LAI FQDN per operator’s policy. Similarly in N3IWF selection, we need to consider UE location because the user plane traffic over non-3GPP access is delivered via connection b/w the N3IWF and UPF. So, if the N3IWF is selected regardless of UE location, user plane traffic could be delivered via a longer data path, which makes unnecessary delay for data transmission. 
So, we propose to adopt TAI FQDN for N3IWF selection considering UE location per operator’s policy, which is similar to ePDG selection. 

Question 2) If the UE is registered to a PLMN via 3gpp access, the PLMN of 3GPP access can be selected for non-3GPP access?
In the ePDG selection, when the UE is roaming to a PLMN within the visited country, it is allowed that UE may select an N3IWF in the same PLMN as the 3GPP access. However, when the UE is within the home country, UE can select the HPLMN only. 

To the contrary, the user or operator may want to allow that the UE selects the same PLMN with the 3GPP access than HPLMN when the UE is roaming to a PLMN within the home country, which could be beneficial to manage the UE’s RM&CM like traffic steering easily by the same AMF b/w 3GPP access and non-3GPP access.
So, we propose to let the UE select the same PLMN with the 3GPP access than HPLMN when the UE is roaming to a PLMN within the home country if the roaming agreement allows to UE registration via non-3GPP access.  

Question 3) Network slice(s) which the N3IWF supports should be considered for N3IWF selection?
Per operator’s policy, an N3IWF may have some restrictions to make connection with AMF(s). So, depending on the connected AMFs’ capability supporting NW slices (e.g. supporting S-NSSAI(s)), UE may select an appropriate N3IWF to use a NW slice-specific service. However, it is not decided yet whether or how (R)AN should notify the UE its supporting S-NSSAI(s) or not. So, we propose to make FFS on whether or how the supporting network slice info of the N3IWF is used for the selection.
Proposal
The following changes are proposed to be applied to TS 23.501.
********************************** Start of 1st change **********************************
6.2.9
N3IWF
The functionality of N3IWF in case of untrusted non-3GPP access includes the following:

-
Support of IPsec tunnel establishment with the UE: The N3IWF terminates the IKEv2/IPsec protocols with the UE over NWu and relays over N2 the information needed to authenticate the UE and authorize its access to the 5G core network.


-
Termination of N2 and N3 interfaces to 5G core network for control-plane and user-plane respectively.

-
Relaying uplink and downlink control-plane NAS (N1) signalling between the UE and AMF.

-
Handling of N2 signalling from SMF (relayed by AMF) related to PDU sessions and QoS.

-
Establishment of IPsec Security Association (IPsec SA) to support PDU Session traffic.

-
Relaying uplink and downlink user-plane packets between the UE and UPF. This involves:

-
De-capsulation/Encapsulation of packets for IPSec and N3 tunnelling
-
Enforcing QoS corresponding to N3 packet marking, taking into account QoS requirements associated to such marking received over N2

-
N3 user-plane packet marking in the uplink.
-
Local mobility anchor within untrusted non-3GPP access networks using MOBIKE.

-
Supporting AMF selection.
Editor's note:
How QoS is supported via N3IWF and over untrusted non-3GPP accesses is FFS.


********************************** End of 1st change **********************************
******** Start of 2nd change (all new texts; which modifies the section extracted from TS24.302)**********
6.3.x
N3IWF selection function
6.3.x.1
General

The UE performs N3IWF selection based on a set of information configured by the HPLMN in the UE, and based on the UE's knowledge of the PLMN it is registered over 3GPP access if registered over 3GPP access.

6.3.x.2
N3IWF FQDNs Construction

When the UE attempts to construct an FQDN for selecting an N3IWF in a certain PLMN-x (either a VPLMN or the HPLMN), then the UE shall construct one of the following FQDN formats:

-
Operator Identifier FQDN: The UE constructs the FQDN by using the PLMN-x ID as the Operator Identifier.

-
Tracking Area Identity FQDN: The UE constructs the FQDN by using the identity of the Tracking Area it is located in via 3gpp access (i.e. based on PLMN-x ID and TAC). The Tracking Area Identity FQDN is used to support location-specific N3IWF selection within a PLMN.

The N3IWF FQDN formats are specified in TS 23.003 [xx].

The UE selects one of the above FQDN formats as follows:

a)
If the UE attempts to select an N3IWF in the PLMN that the UE registered to via 3GPP access and the UE is configured to use for this PLMN the Tracking Area Identity FQDN as defined in point 2) of clause 6.3.x.3; and

b)
the UE knows the TAI of the area the UE it is located in (e.g. the TAI from the most recent registration procedure via 3GPP access),

then the UE constructs a Tracking Area Identity FQDN. Otherwise the UE constructs the Operator Identifier FQDN.

Also, the UE constructs the Operator Identifier FQDN as a fallback in the case of failure of DNS resolution of a Tracking Area Identity based FQDN.

6.3.x.3
UE Configuration By HPLMN

The UE may be configured (e.g. via H-ANDSF, USIM, etc.) by the HPLMN with the following configuration, whose usage is defined in clause 6.3.x.4:

1)
N3IWF identifier configuration: It contains the FQDN or IP address of an N3IWF in the HPLMN.

NOTE:
The FQDN in the N3IWF identifier configuration may have a different format than the one described in clause 6.3.x.2.

2)
N3IWF selection information: It contains a prioritized list of PLMNs which are preferred for N3IWF selection. It also indicates if selection of an N3IWF in a PLMN should be based on Tracking Area Identity FQDN or on Operator Identifier FQDN, as specified in clause 6.3.x.4. The list of PLMNs may include the HPLMN.
The PLMNs included in the N3IWF selection information are PLMNs that have roaming agreements with HPLMN for registration and services via untrusted Non-3GPP access.
The N3IWF selection information may include an "any PLMN" entry, which matches any PLMN the UE is registered to except the HPLMN. If the N3IWF selection information contains both the "any PLMN" and the PLMN the UE is registered to via 3GPP access, the UE shall give precedence to the latter.

6.3.x.4
UE N3IWF Selection Procedure

The UE shall perform N3IWF selection by executing the steps below. Unless otherwise specified, when the UE attempts to select an N3IWF, the UE shall construct an FQDN for this N3IWF as specified in clause 6.3.x.2 and shall use the DNS server function to obtain the IP address of the candidate N3IWF(s). The DNS server function may respond the N3IWF’s load information or Network slice information (e.g. S-NSSAI(s)) the N3IWF supports, which are used for the UE to select an N3IWF:
Editor's note:
Whether or how Network slice information can be used in the N3IWF selection is FFS.
NOTE:
Whether DNS server function can be replaced with NRF is to be determined during Stage 3.

1)
The UE shall attempt to determine the country it is located in. This is determined by implementation-specific methods not defined in this specification. If the UE cannot determine the country it is located in, the UE shall stop the N3IWF selection.
2)
If the UE determines to be located in its home country, then:

a)
The UE shall select an N3IWF in the HPLMN if the UE is not registered via 3GPP access. If the N3IWF selection information contains the HPLMN, the UE shall construct an FQDN as specified in clause 6.3.x.2. If the N3IWF selection information does not contain the HPLMN and the UE is configured with the N3IWF identifier defined in bullet 1) of clause 6.3.x.3, then the UE shall either use the configured FQDN and use the DNS server function to obtain the IP address(es) of the N3IWF(s) in the HPLMN, or the UE shall use the configured IP address. Otherwise, the UE shall construct an Operator Identifier FQDN and shall use the DNS server function to obtain the IP address(es) of the N3IWF (s) in the HPLMN.
b) 
In case that the UE is registered via 3GPP access to a PLMN, if the UE’s N3IWF selection information contains this PLMN and the UE is configured to select the same PLMN as 3GPP access, the UE shall select an N3IWF in this PLMN. The UE shall construct an FQDN as specified in clause 6.3.x.2 and use the DNS server function to obtain the IP address(es) of the N3IWF (s) in this PLMN. 
c) 
In case that the UE is registered via 3GPP access to a PLMN, if the UE is not configured to select the same PLMN as 3GPP access or the registered PLMN is the HPLMN, the UE shall select an N3IWF in the HPLMN as the same method as the bullet a).
d)
If the UE cannot select an N3IWF in the HPLMN or the PLMN to which the UE is registered via 3GPP access, then the UE shall stop the N3IWF selection.
3)
If the UE determines to be located in a country other than its home country (called the visited country), then:

a)
If the UE is registered via 3GPP access to a PLMN and this PLMN matches an entry in the N3IWF selection information, then the UE shall select an N3IWF in this PLMN. If the UE fails to connect to an N3IWF in this PLMN, the UE shall select an N3IWF by performing the DNS procedure specified in clause 6.3.x.5.

b)
In all other cases, (e.g. when the UE is not configured with the N3IWF selection information, or the UE is registered via 3GPP access to a PLMN but this PLMN does not match an entry in the N3IWF selection information, or the UE is not registered via 3GPP access to any PLMN), the UE shall select an N3IWF by performing the DNS procedure specified in clause 6.3.x.5.

6.3.x.5
N3IWF Selection with DNS-based Discovery of Regulatory Requirements

The UE shall perform N3IWF selection according to the following procedure when the UE determines to be located in a country other than its home country (called the visited country) and when the conditions defined in clause 6.3.x.4 apply.
The UE shall perform a DNS query using Visited Country FQDN, as specified in TS 23.003 [x] to determine if the visited country mandates the selection of N3IWF in this country as specified below.

1)
If the DNS response contains no records, then the UE determines that the visited country does not mandate the selection of N3IWF in this country. In this case:

a)
If the N3IWF selection information contains one or more PLMNs in the visited country, the UE shall select an ePDG in one of these PLMNs. The UE shall consider these PLMNs based on their priorities in the N3IWF selection information. If the UE fails to connect to an N3IWF in one or more of these PLMNs, the UE shall select an N3IWF in the HPLMN according to bullet 1b below.

b)
Otherwise, including the case when the UE fails to connect to an N3IWF according to bullet 1a above, the UE shall select an N3IWF in the HPLMN. If the UE is configured with the N3IWF identifier defined in bullet 1) of clause 6.3.x.3, then the UE shall either use the configured FQDN and use the DNS server function to obtain the IP address(es) of the N3IWF (s) in the HPLMN, or the UE shall use the configured IP address. Otherwise, the UE shall construct an Operator Identifier FQDN as specified in clause 6.3.x.2 and shall use the DNS server function to obtain the IP address(es) of the N3IWF (s) in the HPLMN.

2)
If the DNS response contains one or more records, then the UE determines that the visited country mandates the selection of N3IWF in this country. Each record in the DNS response shall contain the identity of a PLMN in the visited country which may be used for N3IWF selection. In this case:

a)
If the UE is registered via 3GPP access to a PLMN which is included in the DNS response, then the UE shall select an N3IWF in this PLMN. If the UE fails to connect to an N3IWF in this PLMN, then the UE shall select an N3IWF in one of the other PLMNs included in the DNS response as specified in bullet 2b below.

b)
If the UE is registered via 3GPP access to a PLMN which is not included in the DNS response or the UE is not registered via 3GPP access to any PLMN or the UE fails to connect to an N3IWF according to bullet 2a above, then the UE shall select an N3IWF in one of the PLMNs included in the DNS response as follows:


The UE shall select one of the PLMNs included in the DNS response based on the prioritized list of PLMNs in the N3IWF selection information (i.e. the UE shall select first the highest priority PLMN in the N3IWF selection information that is contained in the DNS response). If the N3IWF selection information does not contain any of the PLMNs in the DNS response or the UE is not configured with the N3IWF selection information, or the UE was not able to connect to an N3IWF in the PLMNs included in the N3IWF selection information and in the DNS response, then the UE shall select a PLMN included in the DNS response based on its own implementation means.

c)
If the UE cannot select an N3IWF in any of the PLMNs included in the DNS response, then the UE shall stop the N3IWF selection.

3)
If the UE does not receive a DNS response, then the UE shall stop the N3IWF selection.

After the UE selects a PLMN for N3IWF selection as specified above, UE shall construct an Operator Identifier FQDN for the selected PLMN and shall use the DNS server function to obtain the IP address(es) of the N3IWF(s) in this PLMN.

************************************** End of changes *******************************************
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